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NSLDS Gets OK to Continue Customer Service Center

Schools’ top request in the NSLDS Mad Dog effort was to handle data problems preventing student aid delivery.   Last week, the SFA Management Council funded continued operation of the customer service center at a smaller, more efficient size.  We’ll provide an analysis of results and traffic to guide future customer care planning.  

Got a DA 508 Question?  Don’t Call Them…Call Us!
When you call SFA’s own staff about DA-508 questions, you’ll get a consistent and knowledgeable answer.  Otherwise, you could get conflicting information about what you can, or “must,” do to advance the cause of all disabled Americans.  

Call Christine Williams at 377-3571, Christine.Williams@ed.gov.  She’s SFA’s own Section 508 coordinator, and she’ll answer your questions or arrange compliance testing by ED/OCIO’s Assistive Tecfhnology group.

You can also get Section 508 training for staff at Headquarters, in the Regions, or at contractors.

You’ve got a problem, but we’re fixing it fast.
The National Security Council has identified vulnerability in the basic encoding structure in commands used to control computer networks.  The first public announcement has targeted the Simple Network Management Protocol (SNMP), but non-public briefings show a fundamental vulnerability in a wide range of network protocols.  FSA and its contractors are now working to identify all hardware/software that may need to be upgraded.

Risk Assessments…Get ‘Em Here, Red Hot!
Presentation by Mary Haldane gives you an overview, in just a few minutes from now, about government-wide risk assessment project mandated by GISRA.  
