CIO Top Stories

Week ending August 2, 2002

OIG Government Paperwork Elimination Act (GPEA) Audit

We Passed!!!   OIG did an audit of FSA GPEA and they had no reportable audit findings.  They analyzed GPEA processes and security policies to support GPEA transactions.  OIG reviewed three systems in-depth and found FSA has taken steps to integrate planning into its IT investment process.

There were some reportable findings at the Department level.  OIG wants the Department to provide GPEA guidance to principal offices.  They recommend the creation of a central program office to provide direction, ensure compliance and provide a Department-wide GPEA Strategy.  This office should identify processes subject to GPEA and establish priority for Department to work on GPEA projects.  We plan to partner with OCIO to develop a GPEA strategic plan that supports processes for implementation Department-wide.

Security Risk Assessments Delivered on Schedule!  Whew!

A huge effort in FSA by many people has again delivered the impossible…we completed the load of work on time and astonished our friends by doing so.

· Responded to 20 separate risk assessment reports

· Answered 26,000 questions in a self-assessment exercise to support GISRA

· Scrambling to some overdue actions from our channels, for the OMB progress report

· Answered 1,826 questions in a survey about critical infrastructure protection

Department Steering Committee briefing shows end of December 2002 as new due date for completing system security plans (includes new configuration management plans and new business continuity of operations plans), but officially the date is still past due June 30, 2002.

Looking to the future, FSA CIO has identified an automated “Certification and Accreditation” software tool, costing $0.6 million, that will save FSA about $1.5 million in labor cost.  We’re working with the ED/OCIO to include EDCAPS and EDNET so they can save some money and we can be assured of timely results on these two systems on which we depend.

