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Potential networks savings to be demonstrated in October trial

SFA can cut its network and long-distance telecommunication costs!  How?  Replace our current infrastructure of private lines and frame relay lines (it’s technotalk…don’t ask) with something better.  What could be better? 

Think about new technology that lets us transmit data, voice and video all on the same lines.  That’s what Asynchronous Transfer Mode (ATM) will let SFA do.  An ATM network is faster…more reliable…more flexible.  It lets us build a network optimized for our unique requirements, and lets us change network details easily in the future whenever our requirements change.

SFA/CIO and Sprint will pilot Sprint’s ATM network for 6 months starting on October 1, 2001 to prove the technology and hard dollar savings.
SFA Participates in Government-wide 

Threat Analysis/Vulnerability Assessment
Government agencies and departments need plans to protect their critical infrastructures.  In phase 2 of the government-wide Critical Infrastructure Protection Plan we’re taking two steps in collaboration with others: ( threat analysis and ( vulnerability assessment.  

The threat analysis step identifies the threats, their probabilities of occurrence and their possible impacts.  The vulnerability assessment step analyses our current “health” in areas such as security documentation, security roles and responsibilities, identification and authentication, account management, session controls, external connectivity, telecommunications, auditing, virus protection, contingency planning, maintenance, configuration management, back-ups, labeling, media sanitization/disposal, physical environment, personnel security, and training/awareness.  Whew!

Why do you care?  The more we interface with other Department of Education (EDnet, etc.)  and federal systems, the more we can be affected by their vulnerabilities.

Code Red II Alert…Again??!!
Code Red II, just announced this week, could have been another serious threat to our Microsoft computing environment.  The Code Red II worm is serious because it can spreads rapidly to new systems.  Worse, it installs a backdoor (modifications to the software) that hackers can use to enter and cause even more damage.  Our CSC team at the VDC has stopped this virus and kept us safe.  
