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THE WEEK AHEAD

Nothing to report

KEY NEWS  

Security & Privacy:

Validation of remediation: FSA CIO is developing requirements for an independent source to validate corrective actions for security related discrepancies.  This process is a requirement to close Corrective Action Plan (CAP) items and remove them from OMB reporting.  Further regression testing will occur for high-risk and repeated findings.  This initiative is a forerunner to a Departmental initiative to eliminate security as a reportable condition. Contact: Robert Ingwalson 377-3563

Contract language for IT security: FSA drafted contract language for IT security that could be included in all contracts.  Current contracts do not address security requirements for contractors to utilize during system development or operational support.  This concern results in contract modifications or negotiations that hinder the timeliness for implementing contracts as well as security.  The current process could add costs not taken into account during contract award.  FSA will insert suggested contract language into the FSA/OCIO Online Security Center on FSANet, and will present the solution to the Department's Critical Systems' Workgroup. Contact: Robert Ingwalson 377-3563
E-Gov/eLoans:  

GovLoans: The GovBenefits program team met to review the GovLoans.gov information architecture, web site design and the application development schedules.  The planned release date is April 29.  Contact: Charlie Coleman, 202-549-9955 or Tina Pemberton, 202-377-3507
E-Gov/eAuthentication:  Representatives of the GSA eAuthentication project team, Pearson Government Solutions, and FSA’s Students channel will conduct a Credential Assessment Process for the FSA PIN on February 6 to evaluate the FSA PIN in relationship to federal guidelines outlined in the latest NIST Special Publication 800-63.  

FSA submitted a draft of a technical amendment to the current Computer Matching Agreement in effect between ED and the Social Security Administration (SSA).  The technical amendment supports HHS in their desire to use the FSA PIN as an electronic identity credential for electronic signatures in some of their student loan programs.  Final ratification is expected around end of March ’04.  Contact: Charlie Coleman, 202-549-9955 or Neil Sattler, 202-377-3513

Integrated Technical Architechure (ITA): Websphere Application Server is being upgraded from release 3.5 to release 5.0.  IBM longer supports the previous version. The software will be incorporated with the implementation of the new eCampus based release on February 8. Contact: Sandy England 377​-3537

Google Migration: FSANET will migrate to the Google search engine in early February. This migration will provide higher search engine quality and cost savings in both hardware and maintenance.  Contact: Sandy England 377-3537
ITA/EAI Transition: The new contractor developed a detailed ITA transition document template that includes detailed processes and procedures.  A draft communications plan and a project roster were also created. Accenture provided preliminary Configuration Management documentation and updated the EAI Transition Plan. Contact: Sandy England 377-3537
RESOLUTION OF KEY ISSUES

Nothing to report.

PUBLIC ACTIVITIES

Nothing to report.

PUBLIC AFFAIRS ACTIVITIES

Nothing to report.

REGULATORY ACTIVITIES

Nothing to report.

POLICY DOCUMENTS

Nothing to report.

GRANT ACTIVITIES

Nothing to report.
ON THE HORIZON

Nothing to report

CONTACT INFORMATION

For questions or additional information, please contact Marguerite Roland on 202-377-3544.

