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THE WEEK AHEAD

e-Business Executive Summit:  On May 23 and 24, Steve Hawald will participate in the e-Business Executive Summit at the Ronald W. Reagan International Trade Center.  The Federal Council of CIOs sponsors the event and the topic is e-authentication, security expectations and reality.  Contact:  Steve Hawald 202-377-3505
KEY NEWS

GIGAWorld IT Forum:  On May 14 – 17, Steve Hawald, Harry Feely and several other CIO employees participated in the GIGAWorld Conference in Colorado Springs, Colorado.  This invitation only event centers on mobile, wireless infrastructure for e-business and provided trend analyses on internal and external Service Delivery, Web Sites and Security Infrastructure.  Contact:  Steve Hawald 202-377-3505.

Government Paperwork Elimination Act Audit:  On May 10, FSA CIO and representatives from the business units met with OIG to answer questions relating to specific systems.  The audit is progressing well, there were no significant concerns raised.  OIG will prepare their report by mid-June.   Contact:  Harry Feely 202-377-3777.

OMB e-Gov/eLoans:   The eLoans team is continuing to validate the scope for the eLoans initiative with ED and OMB.  CIO is submitting a work plan for finalizing the project scope to OMB on Friday, May 17.  The work plan provides milestones and timeframes for reaching consensus around “value added” opportunities with citizens, partner agencies and the private sector.  The team will present a recommendation on how to proceed with the eLoans initiative.  Contact: Charlie Coleman, 202-549-9955 or Tina Pemberton, 202-377-3507
Single Sign-On:  A Technical Review Board (TRB) through ED/CIO is planned for Thursday, May 16 to review the business and technical requirements for this initiative.  This meeting is part of a regularly scheduled process where FSA system initiatives are reconciled to the Department’s initiative to ensure integrated project management. Contact: Neil Sattler, 202-377-3513

Electronic Signatures:  A letter was sent to Pennsylvania State University (PSU) informing them their personal identification number (PIN) and their underlying PIN issuance process is acceptable as a basis for an electronic signature in the Perkins Loan program.  Other schools that utilize the Department's standards can also use their PINs for electronic signatures. Contact: Neil Sattler, 202-377-3513
FSA Enterprise Portal Rollout (Phase II):  The portals team is pleased to announce the release of “Phase I” of the Financial Partners and Students Portal.  This tool brings all financial partners data into one area for customers and staff to use. Work begins the week of May 13th on requirements gathering for Phase II. Contact: Denise Merchant 202-377-3523

FSA Electronic Records Management Pilot:  Phase 1 of the Electronic Records Management (ERM) Pilot was completed on April 30, 2002 with three million paper files converted into electronic images and securely assessable via the Internet.  Phase 2 began May 1, 2002 and includes the continued imaging of new incoming Document Receipt and Control Center paper and the backfile paper conversion of the Administration Action and Appeals unit, 10 regional offices within the Case Management and Oversight organization and the Financial Partners organization. Planning is underway for Accenture to develop the requirements and design of the Enterprise ERM repository.  The design will include a working prototype of a National Archives and Records Administration (NARA) certified ERM.  The FSA ERM supports the departments MIT objective 98: “Install an electronic management and data retrieval system by 9/30/2003 to support both paper and electronic record keeping activities, after evaluating the FSA ERM pilot”.  Contact: Cheryl Queen 202-377-3526

Security and Policy (S&P):  The S&P Team worked with the modernization partner to improve the FSA Security Policy.   FSA Security expects to complete a revised draft by May 17th.  This policy will provide a foundation for all FSA Security guidance and procedures.  It will also provide business units written policy they can reference in their Security Self Assessments due to ED/OCIO by June 30th.  Contact:  Bob Clayton 202-377-3561.
Enterprise Application Integration (EAI):  The week of  May 5, 2002 the EAI team kicked-off interface definition meetings with the Consistent Answers initiative and the Debt Management Consolidation System Replacement initiative.  These initiatives will use the EAI bus to interface with other FSA systems.  DMCS Replacement II will potentially use the EAI bus for interfacing with external agencies, lenders and guaranty agencies. Contact: Ganesh Reddy, 202-377-3557.
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ON THE HORIZON

Consistent Data Team: A key to success in achieving FSA’s target vision and of providing consistent answers to our customers is to ensure that data shared by multiple systems is consistent across these systems.  A joint presentation between Consistent Answers and Consistent Data was provided during the Program Meeting on May 7.   After this meeting, the Consistent Data team was invited to provide a more detailed briefing on the consistent data initiative to the Students Channel Leadership. This presentation will be scheduled over the next few weeks. Contact: Kathryn Pirnia, 202-377-3558.
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