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THE WEEK AHEAD

Nothing to report

KEY NEWS

National Student Loan Data Systems (NSLDS): NSLDS staff, Raytheon quality assurance staff, and Virtual Data Center (VDC) technicians successfully conducted this year's NSDLS Disaster Recovery exercise June 29 through July 1 at the VDC's alternate location in New Jersey.  The mainframe recovery and network recovery were performed flawlessly.  The students' web site, nslds.ed.gov, the one mandated by Congress, was recovered without difficulty.  The web site for schools, Guarantee Agencies and others, nsldsfap.ed.gov, was recovered within the permissible time frame, but not as smoothly as the other system elements.  CONTACT: Lynn Alexander, NSLDS, 202.377.3546

RESOLUTION OF KEY ISSUES

Nothing to report

PUBLIC AFFAIRS ACTIVITIES

Nothing to report

REGULATORY ACTIVITIES

Nothing to report

POLICY DOCUMENTS

The Security and Policy Team (S&P): Nearing the final stage of creation of the FSA IT Security Policy Document, the S&P Team received the last input from our draft review team on Thursday, June 27. Contact: Bob Clayton, 202-377-3561.

GRANT ACTIVITIES

Nothing to report

RESOLUTION OF KEY ISSUES

Nothing to report
ON THE HORIZON

The Security and Policy Team (S&P): The Risk Assessments for several FSA IT systems was received from Booz Allen Hamilton on July 2, 2002, two weeks ahead of the delivery date originally forecast. The assessments were distributed to the SSOs as soon as they are received, and the process of responding to the assessments will begin. All FSA systems are to have their responses and corrective action plans ready for delivery to the Department by July 29. Contact: Bob Clayton, 202-377-3561.

CONTACT INFORMATION

Please contact Nicole Boone at 202-377-3505, with any questions about this weekly report.

