MEMORANDUM

TO:
Terri Shaw

FROM:  
Jerry Schubert

RE:
CIO Weekly Report

DATE: 
October 23, 2003

THE WEEK AHEAD

Nothing to report

 

KEY NEWS

E-Gov/eLoans: 

eLoans Initiative:  The eLoans partner agency leads (ED, HUD, SBA, USDA, VA, OMB) met on October 21.  Treasury gave a presentation on their DebtCheck System.  All agencies are working to have the FY04 MOU signed by October 29.  Contact: Charlie Coleman, 202-549-9955 or Tina Pemberton, 202-377-3507
GovLoans Gateway:  On October 15, the eLoans team met with GovBenefits to plan the GovLoans Gateway.  The application will educate citizens on federal loan programs and direct them to the best available loan information at both private sector and federal web sites.  The team will begin gathering functional requirements during October.  An implementation date of June 2004 is anticipated. Contact: Charlie Coleman, 202-549-9955 or Tina Pemberton, 202-377-3507
E-Gov/eAuthentication:  On October 15, the E-Authentication Executive Steering Committee decided to change their strategic direction and follow a proven approach demonstrated in the private sector.   A new architecture, technical approach and project plan will be available by November 25.  This decision impacts FSA’s participation in a pilot program with Health and Human Services.  The pilot is on hold until more information is available from the team.  Contact: Harry Feely, 202-377-3777 or Charlie Coleman, 202-549-9955

Critical Systems Working Group:  FSA Critical System Owners (COD, CPS, DLSS, FMS, NSLDS, PEPS, VDC) are working with OCIO to develop enterprise solutions.  The group will classify audit findings as high, medium, or low risk; identify corrective actions to remediate pre-identified security weaknesses; validate corrective actions; implement risk based decisions for security; and other processes determined by the group.  FSA Security and Privacy team will develop a draft position paper to define what constitutes a “major change” for a system and a security checklist for contracting. Contact: Robert Ingwalson, 202- 377-3563

Enterprise Architecture: Technology Handbook:  The FSA team is developing a plan to convert the Technology Handbook FSANet site to the Technology Library.  The current handbook is a collection of over 200 links to more than 3700 pages.  The handbook is underutilized partially due to the difficulty in navigating the website.  A Communications strategy around notifying and educating employees will be developed. Contact: Denise Hill, 202-377-3030
Security Threat Alerts:  Two Special Threat Advisory and Response (STAR) alerts were issued during the week.  Both advisories concern Microsoft and listed serious or critical vulnerabilities.  System owners have been notified and are taking actions.  Contact: Robert Ingwalson, 202-377-3563
 
RESOLUTION OF KEY ISSUES

Nothing to report

PUBLIC ACTIVITIES

Nothing to report

PUBLIC AFFAIRS ACTIVITIES

Nothing to report

REGULATORY ACTIVITIES

Nothing to report

POLICY DOCUMENTS

Nothing to report

GRANT ACTIVITIES

Nothing to report

ON THE HORIZON

Nothing to report

CONTACT INFORMATION

For questions or additional information please contact Marguerite Roland on 202-377-3544.

