
Welcome to the FSA IT Security Portal:
Your one-stop shop for everything related to IT security

Security Front to Back Security quick start Certification & accreditation Configuration management
Continuity of support (contingency planning/disaster recovery) Cost estimation Critical infrastructure Data classification
ECM (enterprise change management) Incident response Inventory Personnel Privacy Risk assessment Roles and 
responsibilities System interconnections Solution life cycle Training

Policies/Regulations   Policy Roadmap Federal regulations Ed. policies NIST guidance FSA policies

Help Desk    Ask a question Definitions/Acronymns Frequently Asked Questions Links Org. charts Staff Directory

Forms/Templates/Checklists  CIPP survey Configuration management checklist Contingency planning checklist
Inventory worksheet Personnel forms Privacy impact assessment Retirement Rules of behavior Suspicious event report
System interconnection templates

Required Plans  Configuration management plan Continuity of support plan (contingency plan/disaster recovery) Critical 
infrastructure protection plan Inventory worksheet Privacy impact assessment Risk assessment System interconnection 
agreements System security plan

Incident Response Alert archive Ed. procedures FSA security incident implementation guide Reporting Flowchart
Links Suspicious event report

Date Book
Upcoming 
training, 
conferences, 
deadlines, etc.

Comments?
Help us make this 
portal better. Send us 
your comments

What’s Hot
CIP surveys due this week

Incident response training 
next week

Security Chat
Talk about the latest security 
topics

Tip of the Month
Cleaning and sanitizing media

Security News
Buffer overflow in 
sendmail

Multiple vulnerabilities in 
SSL/TLS implementations


