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Run Pilot Monitor, Evaluate, and Fine Tune Reporting, Testing, etc.
Phase in deployment

to other systems

Deployment

Create Patch 
Management Group

Develop Guidelines 
and Procedures

Contractor Coordination

Appraise
Risk

Inventory 
Systems

Define Policy

Define Requirements/
Architecture/Locations

Evaluate Commercial
Products

Determine
Costs

Perform ROI Analysis

Recommend
Solution

Vulnerability/Patch Relevance
Impact Assessment

Testing

Terms and Definitions Vulnerability:Patch Relationship Management Requirements

Methods of Patch Management Overview: 

Manual and Automated 

Patch Management Program Development & Maintenance

Complete In Draft/Review Next Steps Under Current Development Waiting Objectives

Monitor, Manage, & Minimize Exposure

Define Patch Management

Business 
Case

Regulatory 
Analysis

Agency
Policy

Relevance

Process
Overview

Methods
Detail

Define Next Steps
-Implementation Requirements
& Procedures

Discuss Benefits of Automated, Centralized Solution

Prepare The Case For Automation

-Preparation For Deployment
-Roll Out of Pilot/Phased Solution

Pre-Deployment Planning

Develop Implementation Program
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Run Pilot Monitor, Evaluate, and Fine Tune Reporting, Testing, etc.
Phase in deployment

to other systems

Deployment

Performance Measurement & Program Maintenance

ROI and TCO of Patch Management Program
Compliance | Efficiencies| Risk Mitigation Evolving Security/Compliance Requirements


