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Department of Education
General Support System (GSS) & Major Application (MA) Inventory Submission Form

Date: 









Principal Office: 







Automated Information Resource Name: 






Point(s) of Contact:











Computer Security Officer

Name: 





 Phone #: 





Automated Information Resource Owner(s)

Name: 





 Phone #: 





Name: 





 Phone #: 





Automated Information Resource Manager(s)
Name: 





 Phone #: 





Name: 





 Phone #: 





The following form must be completed for every GSS and MA within the Principal Office. In addition, completion of this form is highly recommended for each application in order for each Principal Office to document that all automated information resources are properly evaluated.  

Please fill in the columns labeled “Category” and “Explanation” for each area.  For each of the areas addressed, there must be at least one check in the “Category” column. The “Explanation” column must include your explanation as to why the selected answer in the “Category” column was provided. Explanations must be based on Federal laws and guidance as well as the appropriate Department guidance as indicated in the “Reference” section.  Specific references to the definitions provided in the Department of Education GSS and MA Inventory Guidance must be included in the explanation. The “Reference” column is provided solely for guidance and does not require a response.

	Category (check one)
	Explanation
	Reference



	Automated Information Resource
	 FORMCHECKBOX 
  General Support System (GSS)

 FORMCHECKBOX 
  Major Application (MA)

Identified as:

· mission-critical or important; or

· mission-supportive and an Information Sensitivity category rated as ‘Medium’ or ‘High’
 FORMCHECKBOX 
  Application

Identified as mission-supportive and all Information Sensitivity categories rated as ‘Low’

	Business Function:
Data:

Does the system contain personally identifiable information (PII) within any database(s), record(s), file(s), or document(s) such as name, address, social security number, etc.?

Does the system collect any PII from individuals or other resources (i.e., databases, websites, use of cookies)?

Does the system process any PII with internal or external parties of ED?      

Hardware:  

Hardware Location: 

Software: 

Software Location: 

In development or operational:

	Include business processes that the automated information resource accomplishes, such as the type of data it contains and technical information (hardware, hardware location, software, software location, etc.).

Department of Education General Support System and Major Applications Inventory Procedures

Section 2.1.2 Identify Automated Information Resources

Section 2.1.3 Categorize Automated Information Resources as GSS or Application

Section 2.3. Identify MAs



	Information Sensitivity
	Confidentiality

 FORMCHECKBOX 
  High

 FORMCHECKBOX 
  Medium

 FORMCHECKBOX 
  Low


	
	Department of Education General Support System and Major Applications Inventory Procedures

Section 2.2.1 Information Sensitivity and Appendix D Privacy Act & FOIA Exemptions.

	
	Integrity

 FORMCHECKBOX 
  High 

 FORMCHECKBOX 
  Medium

 FORMCHECKBOX 
  Low
	
	Department of Education General Support System and Major Applications Inventory:  Appendix A – Inventory Process

Section 2.2.1 Information Sensitivity

	
	Availability

 FORMCHECKBOX 
  High 

 FORMCHECKBOX 
  Medium

 FORMCHECKBOX 
  Low
	
	Department of Education General Support System and Major Applications Inventory:  Appendix A – Inventory Process

Section 2.2.1 Information Sensitivity

	Mission Criticality
	 FORMCHECKBOX 
  Critical

 FORMCHECKBOX 
  Important

 FORMCHECKBOX 
  Supportive


	
	Department of Education General Support System and Major Applications Inventory:  Appendix A – Inventory Process

Section 2.2.2 Mission Criticality

	Interconnectivity
	If an application or major application, list the GSS on which it resides

Does the automated information resource have interconnectivity with other GSSs or applications?

 FORMCHECKBOX 

Yes

 FORMCHECKBOX 

No


	
	


� Systems that may contain personally identifiable information are required to conduct a Privacy Impact Assessment (PIA) per OMB Circular A-11, sections 31.8, 53.1 and 300.9  In addition, The E-Government Act of 2002 requires: the completion of a PIA; review of the PIA by the CIO; publication of the PIA in the Federal Register; and submission to OMB of the PIA with all funding requests (i.e., Exhibit 300s). The scope of the PIA should be commensurate with the size of the system being assessed, the sensitivity of information that is in an identifiable form in that system, and the risk of harm from unauthorized release of that information.  At a minimum, a PIA should address: 1) what information is to be collected; 2) why the information is being collected; 3) the intended use of the agency of the information; 4) with whom the information will be shared; 5) what notice or opportunities for consent would be provided to individuals regarding what information is collected and how that information is shared; 6) how the information will be secured; and 7) whether a system of records is being created under the ‘‘Privacy Act”. In the event that the system does not collect, use, or store privacy information the resulting scope of the PIA will be limited to a one page summary of findings. Please see the Department’s Privacy Officer for complete guidance on conducting a full PIA.
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